
Website Privacy Policy  

This website www.bqfoundation.org.uk (the “Website”) is operated by B&Q 
Foundation, a charity and company limited by guarantee, registered in England and 
Wales (company number 11868617, charity number 1183275), whose registered 
address is B&Q House, Chestnut Avenue, Chandler’s Ford, Eastleigh, SO53 3LE (the 
“Foundation”, “we”, “us” or “our”). 

The Foundation is part of the Kingfisher group of companies. 

1. Important information and who we are 
 

The Foundation is the controller of your personal data. This is a legal term – it means 
that we make decisions about how and why we use your personal data and, because 
of this, we are responsible for making sure it is used in accordance with data protection 
laws. 

2. What is this document? 

We respect your privacy and are committed to protecting your personal data. This 
privacy policy (the “Policy”) will inform users of our Website, and individuals who make 
donations to the Foundation, apply for grants from the Foundation or otherwise interact 
with us (referred to as (“you” or “your”) how we look after your personal data. 

Once you choose to provide us with any information by which you can be identified, 
then you can be assured that it will only be used in accordance with this Policy.  

If you have any questions about this Policy please contact the B&Q Foundation 
Manager using the details set out in paragraph 12 below. 

Our websites and social media pages may include links to third-party websites, plug-
ins and applications. Clicking on those links or enabling those connections may allow 
third parties to collect or share data about you. We do not control these third-party 
websites. When you leave our websites or social media pages, we encourage you to 
read the privacy notice of every website you visit. 

3. What types of personal data do we collect and where do we get it from? 

“Personal data” is any information that relates to an identifiable natural person. Your 
name, address, and contact details are all examples of your personal data, if they 
identify you.  

The term “process” means any activity relating to personal data, including, by way of 
example, collection, storage, use, consultation and transmission. 

We collect many different types of personal data about you for lots of reasons including: 

Types of personal data Collected from  
Identity Data 
Includes first name, last name, marital 
status, title, date of birth and gender, 
location and job title (each if relevant). 

You 
From third parties such as referrals from 
B&Q employees and customers, 



JustGiving, Neighbourly (“Third Party 
Sources”) 

Contact Data 
Includes address, email address and 
telephone numbers and social media 
contact details (if relevant). 

You 
Fraud Prevention Agencies 
Third Party Sources 

Financial Data 
Includes bank account details and/or 
payment card details. 

You 
Fraud Prevention Agencies 
Third party payment providers 

Account Data 
Account records, log-in details, 
passwords, account settings, the count of 
your total donations and total amount 
donated, grants applied for, your account 
creation date and the date of your most 
recent donation. 

You 

 

Donation Data 
Includes details of donations you have 
made to us, payments made/refused, 
total and invoice details. 

Your device 
Third Party Sources 
Third party payment providers 

Profile Data 
Includes your interests, preferences 
(including marketing preferences), 
behaviours, hobbies, activities, 
household or lifestyle information, 
feedback, opinions and survey 
responses. 

You 
Third Party Sources 

Special Category Data 
Which may include information about 
health, ethnicity, sex life, sexual 
orientation, disabilities, political opinions, 
religious and philosophical beliefs, trade 
union membership or criminal offence 
data  

You 
Third Party Sources 

Technical Data 
Includes internet protocol (IP) address, 
browser type and version, time zone 
setting and location, browser plug-in 

Your device 
Analytics providers 



types and versions, operating system 
and platform and other technology on the 
devices you use to access the websites. 

No current automatic collection using 
cookies, server logs and other similar 
technologies. 

Usage Data 
Includes information about how you use 
our websites and social media pages. 

Your device 

Correspondence Data 
Includes records of your correspondence 
with us (including emails, mail 
correspondence, web contact 
forms/details and social media 
correspondence), incident number and 
call recordings.  
 

You 

Grant Data   
Includes information provided when you 
have applied for a grant from us, such as 
your name, address, email address and 
grant applications, and for successful 
applicants, identification documents. 
 

You 
Third Party Sources 

 

If any of the personal data you have given to us changes, such as your contact details, 
please inform us without delay by contacting the B&Q Foundation Manager using the 
details set out in paragraph 12 below.   

4. What do we do with your personal data, and why? 

We are required by law to always have a permitted reason or justification (called a 
“lawful basis”) for processing your personal data. There are six such permitted lawful 
basis for processing personal data.  

Details of our lawful bases for processing alongside the purposes for which we process 
your personal data and the categories of data we process for each such purpose are 
set out below. 

Purpose/Activity Categories of 
personal data 

Lawful basis 

To enable us to investigate 
and deal with your 
complaint, question, 
feedback or compliment 

• Identity Data 

• Contact Data 

• Correspondence 
Data 

• Financial Data 

• Account Data 

(a) Necessary to comply with a 
legal obligation 

(b) Necessary for our legitimate 
interests (for quality 
monitoring and 
improvements, to carry out 
an investigation, to take 



Purpose/Activity Categories of 
personal data 

Lawful basis 

• Transaction 
Data 

• Profile Data 

• Special 
Category Data 

 

appropriate action and to 
provide a meaningful 
response) 

(c) Necessary for the 
performance of a contract 

(d) Necessary for the 
establishment, exercise or 
defence of legal claims 

(e) Necessary for reasons of 
substantial public interest  

To provide feedback to the 
Foundation on our aims, 
projects, grants and staff 
and investigate any issues. 

• Identity Data 

• Contact Data 

• Correspondence 
Data 

• Financial Data 

• Account Data 

• Transaction 
Data 

• Special 
Category Data 

 

(a) Necessary for our legitimate 
interests (for quality 
monitoring and product 
improvements, new product 
development and 
investigations and for 
customer service 
monitoring) 

(b) Necessary for the 
establishment, exercise or 
defence of legal claims 

(c) Necessary for reasons of 
substantial public interest 
 

To check for fraud  • Identity Data 

• Contact Data 

• Financial Data 

• Account Data 

• Profile Data 

• Transaction 
Data 

• Correspondence 
Data 

 

(a) Necessary for our legitimate 
interests (prevention of 
fraudulent claims) 

(b) Necessary for the 
establishment, exercise or 
defence of legal claims 
 

To manage our relationship 
with you which may 
include: 
(a) Providing you with 
updates and a response to 
your question or complaint. 
(b) Notifying you about 
changes to our privacy 
policy 
(c) Asking you to leave a 
review or take a survey 

• Identity Data 

• Contact Data 

• Transaction 
Data 

• Correspondence 
Data 

• Profile Data 

(a) Necessary to comply with a 
legal obligation 

(b) Necessary for our legitimate 
interests (keeping you 
informed as to the progress 
of your question or 
complaint, to keep our 
records updated and to 
study how consumers use 
our products) 



Purpose/Activity Categories of 
personal data 

Lawful basis 

To administer and protect 
our business and websites 
(including troubleshooting, 
data analysis, testing, 
system maintenance, 
support, reporting and 
hosting of data) 

• Account Data 

• Technical Data 

• Usage Data 
 

(a) Necessary for our legitimate 
interests (for running our 
business, provision of 
administration and IT 
services, network security, 
to prevent fraud and in the 
context of a business 
reorganisation or group 
restructuring exercise) 

(b) Necessary to comply with a 
legal obligation 

To use data analytics to 
improve our website 

• Account Data 

• Technical Data 

• Usage Data 
 

Necessary for our legitimate 
interests (to keep our Website 
updated and relevant) 

To comply with our legal 
requirements 

• Identity Data 

• Contact Data 

• Correspondence 
Data 

• Financial Data 

• Account Data 

• Transaction 
Data 

• Profile Data 

• Special 
Category Data 

• Technical Data 

• Usage Data 
 

(a) Necessary to comply with a 
legal obligation 

(b) Necessary for reasons of 
substantial public interest 

To deliver to you by email 
or by post press releases 
and publications and to 
notify you of updates that 
may be of interest to you 

• Identity Data 

• Contact Data 

• Profile Data 

• Correspondence 
Data 

(a) Consent 
(b) Necessary for our legitimate 

interests (to promote the 
Foundation) 

Publishing external facing 
materials for marketing and 
public relations purposes 
such as where we mention 
individuals in our marketing 
materials, social media 
posts and press releases 

• Identity Data 

• Correspondence 
Data 

• Transaction 
Data 

• Profile Data 
 

(a) Consent 
(b) Necessary for our legitimate 

interests (to promote our 
business) 



Purpose/Activity Categories of 
personal data 

Lawful basis 

To enforce the Website’s 
terms of use and to prevent 
potentially prohibited or 
illegal activities for security 
purposes 

• Identity Data 

• Contact Data 

• Financial Data 

• Account Data 

• Transaction 
Data 

• Technical Data 

• Usage Data 

(a) Necessary for our legitimate 
interests 
(prevention/secession of 
misuse of the Website and 
to maintain the security of 
the Website) 

(b) Necessary for the 
establishment, exercise or 
defence of legal claims 
 

To process donations • Identity Data 

• Contact Data 

• Financial Data 

• Transaction 
Data 

Necessary for the performance 
of a contract 

To send Foundation 
updates and marketing 
prompts to you  

• Identity Data 

• Contact Data 

• Profile Data 

• Correspondence 
Data 

• Account Data 

(a) Consent 
(b) Necessary for our legitimate 

interests (to promote the 
Foundation) 

To process grant 
applications 

• Grant Data Necessary for our legitimate 
interests (to award funding to 
deserving organisations) 

 

Note that we may process your personal data for more than one lawful ground 
depending on the specific purpose for which we are using your data. 

Please note that where we have indicated in the above table that our processing of 
your personal data is either:  

• necessary for us to comply with a legal obligation; or  

• necessary for us to take steps, at your request, to potentially enter into our 
contract with you, or to perform it, 

and you choose not to provide the relevant personal data to us, we may not be able to 
continue our relationship with you. 

We may also convert your personal data into statistical or aggregated form to better 
protect your privacy, or so that you are not identified or identifiable from it. 
Anonymised data cannot be linked back to you. We may use it to conduct research 



and analysis, including to produce statistical research and reports. For example, to 
help us understand how many of our total workforce number are on secondments at 
any given time.   
5. Who do we share your personal data with, and why? 

Sometimes we need to disclose your personal data to other people.  

The Kingfisher group 

We will need to share your personal data with companies in the Kingfisher group as 
part of our regular reporting activities on company performance, in the context of a 
business reorganisation or group restructuring exercise, for system maintenance 
support and hosting of data and to provide legal and audit services. 

Where any Kingfisher group companies process your personal data on our behalf (as 
our processor), we will make sure that they have appropriate security standards in 
place to make sure your personal data is protected and we will enter into a written 
contract imposing appropriate security standards on them. 

Access rights between members of the Kingfisher group are limited and granted only 
on a need to know basis, depending on job functions and roles. 

Outside the Kingfisher group 

From time to time we may ask third parties to carry out certain business functions for 
us, such as the administration of our IT support. These third parties will process your 
personal data on our behalf (as our processor). We will disclose your personal data to 
these parties so that they can perform those functions. Before we disclose your 
personal data to other people, we will make sure that they have appropriate security 
standards in place to make sure your personal data is protected and we will enter into 
a written contract imposing appropriate security standards on them. Examples of these 
third party service providers include service providers and/or sub-contractors, such as 
our outsourced IT systems software and maintenance, back up, and server hosting 
providers, our courier partner and service providers who provide social media and 
marketing services.  

We may also disclose your information to our appointed third party agents and 
suppliers in order to process your order. These third parties will only have access to 
your information in order for them to perform specific tasks related to your order and 
they may not use it for any other purposes. 

In certain circumstances, we will also disclose your personal data to third parties who 
will receive it as controllers of your personal data in their own right for the purposes set 
out above, in particular: 

• if we transfer, purchase, reorganise, merge or sell any part of our business or 
the business of a third party, and we disclose or transfer your personal data to 
the prospective seller, buyer or other third party involved in a business transfer, 
reorganisation or merger arrangement (and their advisors); and 



• if we need to disclose your personal data in order to comply with a legal 
obligation, to enforce a contract or to protect the rights, property or safety of our 
employees, customers or others. 

We have set out below a list of the categories of recipients with whom we are likely to 
share your personal data: 

• grant management administrators; Neighbourly 

• payment providers, including JustGiving, PayPal and Sumup; 

• social media providers; 

• consultants and professional advisors including auditors, legal advisors and 
accountants; 

• advisors and fraud prevention agencies to provide fraud detection services; 

• courts, court-appointed persons/entities, receivers and liquidators;  

• business partners and joint ventures;  

• trade associations and professional bodies;  

• insurers; and  

• governmental departments, statutory and regulatory bodies including the 
Information Commissioner’s Office, the police and Her Majesty’s Revenue and 
Customs. 

We may also share your personal data with third parties, as directed by you. 

6. Where in the world is your personal data transferred to? 

If any of our processing activities require your personal data to be transferred outside 
the UK, we will only make that transfer if: 
 

• the country to which the personal data is to be transferred ensures an adequate 
level of protection for personal data; 

• we have put in place appropriate safeguards to protect your personal data, such 
as appropriate agreements/additional contractual clauses with the recipient as 
approved in accordance with the relevant data protection law to protect the 
personal data transferred outside the UK. (Please contact B&Q Foundation 
Manager if you wish to obtain a copy of these); 

• the transfer is necessary for one of the reasons specified in data protection 
legislation, such as the performance of a contract between us and you; or 

• you explicitly consent to the transfer.  



If you require further information about these protective measures, please contact 
[B&Q Foundation Manager]. 

 

7. How long do we keep your personal data for? 

We will keep your information whilst you are an active donor or grant recipient of the 
Foundation and for a limited period after you close your account or the last time you 
make an order with us, or longer if necessary in connection with both our and your 
legal rights and obligations. This may mean that we keep some types of personal data 
for longer than others but we will only retain your personal data for a limited period of 
time. This will depend on a number of factors, including: 

• any laws or regulations that we are required to follow; 

• whether we are in a legal or other type of dispute with each other or any third 
party; 

• the type of information that we hold about you; and 

• whether we are asked by you or a regulatory authority to keep your personal 
data for a valid reason. 

8. What are your rights in relation to your personal data and how can you 
exercise them? 

You have certain legal rights, which are briefly summarised below, in relation to any 
personal data about you which we hold. 

Your right What does it mean? Limitations and conditions of 
your right 

Right of 
access  

Subject to certain conditions, 
you are entitled to have access 
to your personal data (this is 
more commonly known as 
submitting a “data subject 
access request”).  

If possible, you should specify 
the type of information you 
would like to see to ensure that 
our disclosure is meeting your 
expectations.  
We must be able to verify your 
identity. Your request may not 
impact the rights and freedoms 
of other people, e.g. privacy 
and confidentiality rights of our 
staff. 

Right to data 
portability  

Subject to certain conditions, 
you are entitled to receive the 
personal data which you have 
provided to us and which is 
processed by us by automated 
means, in a structured, 
commonly-used machine 
readable format.  

If you exercise this right, you 
should specify the type of 
information you would like to 
receive (and where we should 
send it) where possible to 
ensure that our disclosure is 
meeting your expectations. 



 This right only applies if the 
processing is based on your 
consent or on our contract with 
you and when the processing is 
carried out by automated 
means (i.e. not for paper 
records). It covers only the 
personal data that has been 
provided to us by you.  

Rights in 
relation to 
inaccurate 
personal or 
incomplete 
data 

You may challenge the 
accuracy or completeness of 
your personal data and have it 
corrected or completed, as 
applicable. You have a 
responsibility to help us to keep 
your personal data accurate 
and up to date.  
 

Please always check first 
whether there are any available 
self-help tools to correct the 
personal data we process 
about you. 
This right only applies to your 
own personal data. When 
exercising this right, please be 
as specific as possible. 

Right to object 
to or restrict 
our data 
processing 

Subject to certain conditions, 
you have the right to object to 
or ask us to restrict the 
processing of your personal 
data. 

As stated above, this right 
applies where our processing 
of your personal data is 
necessary for our legitimate 
interests. You can also object 
to our processing of your 
personal data for direct 
marketing purposes.  

Right to 
erasure 

Subject to certain conditions, 
you are entitled to have your 
personal data erased (also 
known as the “right to be 
forgotten”), eg where your 
personal data is no longer 
needed for the purposes it was 
collected for, or where the 
relevant processing is unlawful. 

We may not be in a position to 
erase your personal data, if for 
example, we need it to (i) 
comply with a legal obligation, 
or (ii) exercise or defend legal 
claims.  

Right to 
withdrawal of 
consent 

As stated above, where our 
processing of your personal 
data is based on your consent 
you have the right to withdraw 
your consent at any time. 

If you withdraw your consent, 
this will only take effect for 
future processing. 

 

If you wish to exercise any of your rights please contact B&Q Foundation Manager.  

You also have the right to lodge a complaint with the Information Commissioner’s 
Office, which is the UK data protection regulator. More information can be found on the 
Information Commissioner’s Office website at https://ico.org.uk/. 

https://ico.org.uk/


9. How do we keep your personal data secure? 

We will take specific steps (as required by applicable data protection laws) to protect 
your personal data from unlawful or unauthorised processing and accidental loss, 
destruction or damage. This includes firewalls and access control procedures and 
deploys organizational (e.g. information is available to other persons only on a need to 
know basis), and technological measures (e.g. computer passwords), as well as staff 
training to protect personal data against loss and unauthorized access.  

10. Children 

The Foundation does not knowingly collect personal data from children under the age 
of 13. If we learn we have collected or received personal data from a child under the 
age of 13, we will delete that information. Since information regarding children under 
the age of 13 is not collected, the Foundation does not knowingly distribute personal 
data regarding children under the age of 13. 

11. Updates to this notice 

We may update this notice from time to time to reflect changes to the type of personal 
data that we process and/or the way in which it is processed. We encourage you to 
check this notice on a regular basis. 

This version was last updated on 25 August 2022. 

12. Where can you find out more? 

B&Q Foundation should be your first point of contact if you have any queries or 
concerns about your personal data.  

Contact: Email address: Postal address: 

B&Q Foundation 

Manager 

B&QFoundation@b-and-

q.co.uk 

B&Q House, Chestnut Ave, 

Chandler's Ford, Eastleigh 

SO53 3LE 

 

 


